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ENHANCE YOUR
SECURITY CULTURE,
MINIMISE YOUR RISK,
AND IMPROVE SECURITY
ASSURANCE

Develop a systematic approach to
your organisations security. This 5 day
workshop will provide participants
with a broad and detailed
understanding of how to implement
and maintain a Security Management
System

SEMS: WHAT AND
WHY



GOVERNMENT
ORGANISATIONS,
REGULATORS,
LEGISLATORS,
ORGANISATIONS WITHIN
CRITICAL NATIONAL
INFRASTRUCTURE (RAIL,
MARITIME, ENERGY,
HEALTH SERVICES,
FINANCE, ETC) AND ALL
SERVICE PROVIDERS
AND SUPPLIERS, WITH
SECURITY, SAFETY, OR
QUALITY MANAGEMENT
OBLIGATIONS AND
RESPONSIBILITIES."

Community Security Best Practices

WHO WILL

BENEFIT FROM
ATTENDING?

INTERPORTPOLICE




Objectives - at
the end of the
workshop

participants will
be able to:

e Explain what a Security Management System (SeMS) is

e Understand the benefits of SeMS to the organisation

Conduct a risk and vulnerability assessment and review processes to prioritise
and manage security risks

e Design, plan, and implement a SeMS applicable to your organisation
Assess, manage, and ensure stakeholder engagement

e Implement measures to benchmark and assess effectiveness

e Ensure continual security assurance and improvement

e Create a SeMS Business Case

e Support and manage change that a SeMS can provide

e Explain the importance of creating a positive security culture

e Develop a SeMS training and awareness provision



