
Безпека починається з пароля.
Переконайтеся, що він надійний

Пароль містить принаймні 12-14 символів

ДОВЖИНА

Ви використовуєте унікальні паролі для кожного облікового запису

УНІКАЛЬНІСТЬ 

Пароль містить комбінацію великих та малих літер, цифр, спеціальних
символів (!, @, #, $)

СКЛАДНІСТЬ

Ви регулярно змінюєте паролі до своїх облікових записів

РЕГУЛЯРНА ЗМІНА

ЧАСТО ВЖИВАНІ СЛОВА 

Пароль не містить часто вживаних слів ("password", "qwerty", "123456")

ОСОБИСТА ІНФОРМАЦІЯ 

Пароль не містить особистої інформації (ім'я, дата народження тощо)

ДВОФАКТОРНА АВТЕНТИФІКАЦІЯ

Ви використовуєте двофакторну автентифікацію 
для додаткового рівня захисту вашого облікового запису



Ваш пароль — ваш захист: 
зробіть його міцним, як фортеця

Перетворіть фразу на пароль

Візьміть фразу, яку ви легко запам'ятаєте.
Замініть деякі літери на цифри та
символи.
Додайте спеціальні символи на початок,
кінець або в середину пароля.

Використовуйте метод акроніма

Фраза: "Ти створюєш своє майбутнє"

Візьміть перші літери слів із фрази,
яку ви хочете запам'ятати.
Додайте цифри та символи.

Фраза: "Моя улюблена їжа - піца"
Пароль: "MuLjP1zza!"

Пароль: T!Stv0rYu3$Sv0y3M@jbUtne

Креативний підхід — запорука надійного пароля

Використовуйте великі та малі літери

Змінюйте регістр літер у середині пароля
для ускладнення його декодування. 
Для посилення пароля можна додавати
цифри.

CoMputeRScieNce

Sup3rS3cur3P@ss!


