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WEBINAR 

DER CYBER RESILIENCE ACT  
Cyberresilienz für Produkte mit digitalen Elementen 
 
Der Cyber Resilience Act regelt die Cybersicherheitsanforderungen für das Design, die Entwicklung, 
die Herstellung und das Inverkehrbringen von Hard- und Softwareprodukten. Ziel ist es, die Cyber-
Resilienz zu erhöhen und einen EU-weit einheitlichen Rechtsrahmen für Produkte mit digitalen 
Elementen zu schaffen.  Die EU-Verordnung stellt vor allem Hersteller (z.B. Softwareentwickler), 
aber auch Importeure und Händler vor neue Herausforderungen in Bezug auf die Cyber-Resilienz. 
Betroffen sind Produkte mit digitalen Elementen vom Babyphone über Smartwatches und 
Computerspiele bis hin zu Firewalls oder Steuerungssystemen. 
 
Im Webinar lernen Sie die wesentlichen Inhalte des Cyber Resilience Act kennen und erfahren 
praxisnah, wie die neuen Anforderungen umgesetzt werden können und welche Vorteile der Cyber 
Resilience Act mit sich bringt. Bereiten Sie Ihr Unternehmen jetzt auf die neuen Anforderungen vor 
und sichern Sie Ihre digitale Zukunft! 
 
ZIELGRUPPE 
 
Das Webinar richtet sich insbesondere an Berater:innen in den Bereichen Informationssicherheit, 
Risikomanagement und Informationstechnologie, sowie an Hersteller, Importeure und Händler von 
Produkten mit digitalen Elementen, Softwareentwickler.  
Des Weiteren an Absolvent:innen der incite-Lehrgänge „Webinar Cybersicherheits-Richtlinie NIS 2“,  
„Workshop Cybersicherheits-Richtlinie NIS 2“, „Workshop Cybersicherheits-Richtlinie NIS 2 für 
Führungskräfte“, „Ausbildung zum/zur Datenschutzbeauftragten“ und „Data & IT Security“.  
Darüber hinaus an „Zertifizierte Datenschutzbeauftragte“ und „Certified Data & IT Security Experts“, 
sowie an alle Interessierten, die sich im Bereich Cyberresilienz mit Schwerpunkt Produktsicherheit 
weiterbilden möchten. 
 
ZIELE 
 

• Ich verstehe das Ziel und die zentralen Inhalte des Cyber Resilience Act. 

• Ich kenne die Pflichten von Herstellern, Importeuren und Händlern in Bezug auf Produkte 
mit digitalen Komponenten. 

• Ich kenne die spezifischen Sicherheitsanforderungen, die Vorgaben zum Umgang mit 
Schwachstellen und die Meldepflichten, die der Cyber Resilience Act vorschreibt. 

• Ich weiß, welche Maßnahmen Unternehmen ergreifen müssen, um die Anforderungen des 
Cyber Resilience Act zu erfüllen. 

• Ich kenne die rechtlichen Konsequenzen bei Nichteinhaltung der Vorschriften. 

• Ich verstehe das Zusammenspiel des Cyber Resilience Act mit anderen relevanten 
Gesetzen, wie z.B. der NIS2-Richtlinie. 

 
STRUKTUR UND METHODIK 
 

• Vortrag und Erfahrungsinput 

• Praxisbeispiele 

• Diskussion 
 
ABSCHLUSS 
 
Die Absolvent:innen des Webinars erhalten eine Teilnahmebestätigung. 
 

https://www.incite.at/de/unser-programm/webinar-cybersicherheits-richtlinie-nis-2/
https://www.incite.at/de/unser-programm/workshop-cybersicherheits-richtlinie-nis-2/
https://www.incite.at/de/unser-programm/workshop-cybersicherheits-richtlinie-nis-2-fuer-fuehrungskraefte/
https://www.incite.at/de/unser-programm/workshop-cybersicherheits-richtlinie-nis-2-fuer-fuehrungskraefte/
https://www.incite.at/de/unser-programm/lehrgang-ausbildung-zum-zur-datenschutzbeauftragten/
https://www.incite.at/de/lehrgaenge/data-it-security476/
https://www.incite.at/de/zertifizierungen/zertifizierte-r-datenschutzbeauftragte-r/
https://www.incite.at/de/zertifizierungen/certified-data-it-security-expert/
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VERANSTALTUNGSORT  
 
Distance-Learning via Online-Tool Zoom 
 
KOSTEN 
 
Die Kosten für das Webinar betragen 320,- Euro (zzgl. USt). Die im Kurspreis 
enthaltenen Kursmaterialien werden in digitaler Form zur Verfügung gestellt. Sie 
erhalten vor Kursbeginn eine Rechnung an die von Ihnen angegebene 
Rechnungsadresse. Die Zahlung erfolgt bis spätestens 14 Tage vor Kursbeginn. Die 
Teilnahme ohne Bezahlung des Teilnahmebeitrages ist nicht möglich. 
Bankverbindung: Raiffeisen Landesbank NÖ-Wien 
IBAN: AT92 3200 0000 1040 1289, BIC: RLNWATWW 
 
Informationen über Förder- und Finanzierungsmöglichkeiten finden Sie auf unserer Website. 
 
ANMELDUNG 
Bitte melden Sie sich über unsere Website zu diesem Lehrgang an. Anmeldeschluss ist vier Wochen 
vor Kursbeginn.  
 

Jetzt QR – Code   

scannen und gleich 
anmelden!  
 
Vortragende: 
 

 
© Nadine Studeny Photography 

Mag. Verena Becker, BSc (WU)  
 

 
Thema/Vortragende Ort Zeit 

• Zielsetzung und zentrale Inhalte des Cyber Resilience 
Act 

• Klassifizierung von Produkten mit digitalen Elementen 

• Pflichten von Herstellern 
o Cybersicherheitsanforderungen 
o Behandlung von Schwachstellen 
o Konformitätsbewertung 
o Informations- und Transparenzpflicht 

• Pflichten von Importeuren und Händlern 

• Rechtsfolgen bei Nichteinhaltung der Vorschriften 

• Zusammenspiel des Cyber Resilience Act mit anderen 
Rechtsvorschriften, z.B. NIS2-Richtlinie 

 
Vortragende: Mag. Verena Becker, BSc. 

Distance-
Learning via 
Online-Tool 
Zoom 

09:00-13:00 
Uhr 

https://www.incite.at/de/foerderungen/
https://www.incite.at/de/unser-programm/webinar-cyber-resilience-act/
https://www.incite.at/de/ueber-uns/vortragende-kommission/becker-verena.html
https://www.incite.at/de/ueber-uns/vortragende-kommission/becker-verena.html
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Ansprechpartner 
 

 

KURSANMELDUNG: 
 

  
Patrick Halper, BA 
Telefon: 05 90900-3798 
E-Mail: patrick.halper@incite.at 
 

UBIT.Akademie incite 
 
Wiedner Hauptstraße 57, 1040 Wien 
www.incite.at 
E-Mail: office@incite.at 
Telefon: +43 (0)5 90 900-3792 

https://www.incite.at/de/ueber-uns/halper-patrick.html
tel:+435909003798
mailto:patrick.halper@incite.at
http://www.incite.at/
file://wkoe.wk.wknet/FILE/INCITE/folder/Folder_Druck/office@incite.at
tel:+435909003792
https://www.incite.at/de/ueber-uns/halper-patrick.html
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